**Datenschutzinformationen – Beschäftigte Lindal Group Holding GmbH**

**Datenschutzinformationen für Beschäftigte**

Wir, die Lindal Group Holding GmbH informieren Sie hiermit über die Verarbeitung Ihrer personenbezogenen Daten und die Ihnen zustehenden Rechte.

**1.** **Name und Kontaktdaten des Verantwortlichen**

Lindal Group Holding GmbH

Brandstwiete 1

20457 Hamburg

Deutschland

+49 200075 100

germany@lindalgroup.com

**2. Kontaktdaten des Datenschutzbeauftragten**

Dr. Gregor Scheja

Scheja und Partner Rechtsanwälte mbB

Adenauerallee 136

53113 Bonn

Deutschland

Tel.: (+49) 0228-227 226 0

<https://www.scheja-partner.de/kontakt/kontakt.html>

[www.scheja-partner.de](http://www.scheja-partner.de)

**3. Informationen zu relevanten Verarbeitungszwecken**

**3.1 Beschäftigungsverhältnis**

3.1.1. Zweck(e) der Datenverarbeitung:

Wir verarbeiten Ihre personenbezogenen Daten für die Durchführung oder Beendigung des Beschäftigungsverhältnisses mit Ihnen. Dies kann, abhängig vom jeweiligen konkreten Vertragsverhältnis, im Einzelnen Folgendes umfassen:

* Personalverwaltung;
* Projektmanagement;
* Zeiterfassung;
* Lohn- und Gehaltsabrechnung;
* Sozialleistungen;
* Informationsaustausch;
* Aus- und Weiterbildung;

3.1.2. Rechtsgrundlage(n) für die Datenverarbeitung:

Die Datenverarbeitung erfolgt auf Basis des Art. 6 Abs. 1 UAbs. 1 b) DSGVO (Datenverarbeitung für Zwecke des Beschäftigungsverhältnisses).

Besondere Kategorien personenbezogener Daten verarbeiten wir auf Grundlage von § 26 Abs. 3 S. 1 BDSG oder Art. 9 Abs. 2 b) DSGVO.

3.1.3. Empfänger:

Folgende Empfänger / Kategorien von Empfängern können im jeweils erforderlichen Ausmaß Zugriff auf Ihre Daten nehmen:

* zuständige Mitarbeiter unserer HR-Abteilung,
* zuständige Mitarbeiter des Fachbereichs, dem/denen Sie organisatorisch zugeordnet sind bzw. an den/die Sie berichten,
* unsere Geschäftsführung,
* unser Betriebsrat,
* Auftragsverarbeiter, die für uns mit der Erbringung von Services im Personal- oder IT-Bereich oder mit der Wartung von IT-Systemen betraut sind.
* Öffentliche Stellen: Behörden und staatliche Institutionen, wie z.B. Staatsanwaltschaften, Gerichte oder Finanzbehörden, an die wir personenbezogene Daten gegebenenfalls im Einzelfall übermitteln, wenn und soweit dazu eine im Einzelfall eine Rechtsgrundlage, insbesondere eine Verpflichtung besteht,
* unser Steuerberater.

Sollten wir personenbezogene Daten an Dienstleister außerhalb des Europäischen Wirtschaftsraums (EWR) übermitteln, erfolgt die Übermittlung nur, soweit dem Drittland durch die EU-Kommission ein angemessenes Datenschutzniveau bestätigt wurde oder andere angemessene Datenschutzgarantien (z. B. verbindliche unternehmensinterne Datenschutzvorschriften oder EU-Standardvertragsklauseln) vorhanden sind. In­formation dazu sowie über das Datenschutzniveau bei unseren Dienstleistern in Drittländern können Sie bei den oben genannten Kontaktinformationen anfordern.

3.1.4. Speicherdauer:

Wir speichern Ihre Daten so lange, wie es für die von uns verfolgten Zwecke des Beschäftigungsverhältnisses erforderlich ist.

3.1.5. Automatisierte Entscheidungsfindung (Art. 22 DSGVO):

Eine automatisierter Entscheidungsfindung einschließlich Profiling findet nicht statt.

3.1.6. Bereitstellungspflicht und Folgen der Nichtbereitstellung

Sie sind vertraglich verpflichtet, uns Ihre personenbezogenen Daten zur Erfüllung der oben genannten Zwecke bereitzustellen. Wenn Sie uns diese nicht bereitstellen, können wir unseren Pflichten aus dem Beschäftigungsverhältnis nicht vollumfänglich nachkommen bzw. unsere Rechte daraus nicht vollumfänglich wahrnehmen und Ihnen können rechtliche Nachteile entstehen.

**3.2 Erfüllung rechtlicher Verpflichtungen**

3.2.1. Zweck(e) der Datenverarbeitung:

Wir verarbeiten Ihre personenbezogenen Daten auch, um gesetzliche Verpflichtungen, denen wir unterliegen, einzuhalten. Die Zwecke der Verarbeitung ergeben sich insoweit aus der jeweiligen gesetzlichen Verpflichtung.

3.2.2. Rechtsgrundlage(n) für die Datenverarbeitung:

Die Datenverarbeitung erfolgt auf Basis des Art. 6 Abs. 1 UAbs. 1 c) DSGVO.

3.2.3. Empfänger:

Folgende Empfänger / Kategorien von Empfängern können im jeweils erforderlichen Ausmaß Zugriff auf Ihre Daten nehmen:

* Öffentliche Stellen: Behörden und staatliche Institutionen, wie z.B. Staatsanwaltschaften, Gerichte oder Finanzbehörden, an die wir personenbezogene Daten gegebenenfalls im Einzelfall übermitteln, wenn und soweit dazu eine im Einzelfall eine Rechtsgrundlage, insbesondere eine Verpflichtung besteht. Auftragsverarbeiter, die für uns mit der Erbringung von Services im Personal - oder IT-Bereich oder mit der Wartung von IT-Systemen betraut sind,
* unser Steuerberater.

Sollten wir personenbezogene Daten an Dienstleister außerhalb des Europäischen Wirtschaftsraums (EWR) übermitteln, erfolgt die Übermittlung nur, soweit dem Drittland durch die EU-Kommission ein angemessenes Datenschutzniveau bestätigt wurde oder andere angemessene Datenschutzgarantien (z. B. verbindliche unternehmensinterne Datenschutzvorschriften oder EU-Standardvertragsklauseln) vorhanden sind. In­formation dazu sowie über das Datenschutzniveau bei unseren Dienstleistern in Drittländern können Sie bei den oben genannten Kontaktinformationen anfordern.

3.2.4. Speicherdauer:

Wir löschen Ihre Daten nach Wegfall der rechtlichen Verpflichtung, sofern keine anderweitige Rechtgrundlage eingreift.

3.2.5. Automatisierte Entscheidungsfindung (Art. 22 DSGVO):

Eine automatisierte Entscheidungsfindung einschließlich Profiling findet nicht statt.

3.2.6. Bereitstellungspflicht und Folgen der Nichtbereitstellung:

Sie sind gesetzlich verpflichtet, uns Ihre personenbezogenen Daten zur Erfüllung der oben genannten Zwecke bereitzustellen. Wenn Sie uns diese nicht bereitstellen, können wir unseren gesetzlichen Pflichten nicht vollumfänglich nachkommen. Dies kann sich nachteilig auf das mit Ihnen bestehende Beschäftigungsverhältnis auswirken.

**3.3 Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen**

3.3.1. Zweck(e) der Datenverarbeitung:

Wir verarbeiten Ihre personenbezogenen Daten ggfs. für die Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen.

3.3.2. Rechtsgrundlage(n) für die Datenverarbeitung:

Die Datenverarbeitung erfolgt auf Basis des Art. 6 Abs. 1 UAbs. 1 f) DSGVO (Interessenabwägung).

Die berechtigten Interessen liegen hierbei darin, Rechtsansprüche geltend zu machen, auszuüben oder zu verteidigen. Besondere Kategorien personenbezogener Daten verarbeiten wir in diesem Zusammenhang ggfs. auf Grundlage von Art. 9 Abs. 2 f) DSGVO.

3.3.3. Empfänger:

Folgende Empfänger / Kategorien von Empfängern können im jeweils erforderlichen Ausmaß Zugriff auf Ihre Daten nehmen:

* zuständige Mitarbeiter unserer HR-Abteilung,
* zuständige Mitarbeiter unserer Legal-Abteilung,
* unsere Geschäftsführung, unser Rechtsbeistand,
* Öffentliche Stellen: Behörden und staatliche Institutionen, wie z.B. Staatsanwaltschaften, Gerichte oder Finanzbehörden, an die wir personenbezogene Daten gegebenenfalls im Einzelfall übermitteln, wenn und soweit dazu eine im Einzelfall eine Rechtsgrundlage, insbesondere eine Verpflichtung besteht,
* Auftragsverarbeiter, die für uns mit der Erbringung von Services im Personal - oder IT-Bereich oder mit der Wartung von IT-Systemen betraut sind.

Sollten wir personenbezogene Daten an Dienstleister außerhalb des Europäischen Wirtschaftsraums (EWR) übermitteln, erfolgt die Übermittlung nur, soweit dem Drittland durch die EU-Kommission ein angemessenes Datenschutzniveau bestätigt wurde oder andere angemessene Datenschutzgarantien (z. B. verbindliche unternehmensinterne Datenschutzvorschriften oder EU-Standardvertragsklauseln) vorhanden sind. In­formation dazu sowie über das Datenschutzniveau bei unseren Dienstleistern in Drittländern können Sie bei den oben genannten Kontaktinformationen anfordern.

3.3.4. Speicherdauer:

Wir speichern Ihre Daten so lange, wie es für die von uns verfolgten Zwecke der Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen erforderlich ist.

3.3.5. Automatisierte Entscheidungsfindung (Art. 22 DSGVO):

Eine automatisierte Entscheidungsfindung einschließlich Profiling findet nicht statt.

3.3.6. Bereitstellungspflicht und Folgen der Nichtbereitstellung:

Eine Pflicht zur Bereitstellung Ihrer personenbezogenen Daten besteht nur in dem unter Ziffer 3.1.6. und 3.2.6. dargestellten Umfang.

**3.4 Schutz und Sicherheit von IT-Ressourcen**

3.4.1. Zweck(e) der Datenverarbeitung:

Wir verarbeiten Ihre personenbezogenen Daten auch zum Schutz und zur Sicherheit unserer IT-Ressourcen.

3.4.2. Rechtsgrundlage(n) für die Datenverarbeitung:

Die Datenverarbeitung erfolgt auf Basis des Art. 6 Abs. 1 UAbs. 1 f) DSGVO (Interessenabwägung).

Die berechtigten Interessen liegen hierbei darin, unsere IT-Ressourcen vor etwaigen Angriffen und Sicherheitsvorfällen zu schützen.

3.4.3. Empfänger:

Folgende Empfänger / Kategorien von Empfängern können im jeweils erforderlichen Ausmaß Zugriff auf Ihre Daten nehmen:

* zuständige Mitarbeiter unserer IT-Abteilung,
* Auftragsverarbeiter, die für uns mit der Erbringung von Services im Personal - oder IT-Bereich oder mit der Wartung von IT-Systemen betraut sind,

Sollten wir personenbezogene Daten an Dienstleister außerhalb des Europäischen Wirtschaftsraums (EWR) übermitteln, erfolgt die Übermittlung nur, soweit dem Drittland durch die EU-Kommission ein angemessenes Datenschutzniveau bestätigt wurde oder andere angemessene Datenschutzgarantien (z. B. verbindliche unternehmensinterne Datenschutzvorschriften oder EU-Standardvertragsklauseln) vorhanden sind. In­formation dazu sowie über das Datenschutzniveau bei unseren Dienstleistern in Drittländern können Sie bei den oben genannten Kontaktinformationen anfordern.

3.4.4. Speicherdauer:

Wir speichern Ihre Daten so lange, wie es für die von uns verfolgten Zwecke Schutz und Sicherheit von IT-Ressourcen erforderlich ist.

3.4.5. Automatisierte Entscheidungsfindung (Art. 22 DSGVO):

Eine automatisierte Entscheidungsfindung einschließlich Profiling findet nicht statt.]

3.4.6. Bereitstellungspflicht und Folgen der Nichtbereitstellung:

Eine Pflicht zur Bereitstellung Ihrer personenbezogenen Daten besteht nur in dem unter Ziffer 3.1.6. und 3.2.6. dargestellten Umfang.

**4. Betroffenenrechte**

Bei Vorliegen der gesetzlichen Voraussetzungen stehen Ihnen folgende Rechte zu:

* eine Bestätigung darüber zu verlangen, ob wir Sie betreffende personenbezogene Daten verarbeiten; ist dies der Fall, haben Sie das Recht auf **Auskunft** zu dieser Verarbeitung (**Art. 15 DSGVO**).
* die **Berichtigung** Sie betreffender unrichtiger personenbezogener Daten und Vervollständigung Sie betreffender unvollständiger personenbezogener Daten zu verlangen (**Art. 16 DSGVO**).
* die **Löschung** Sie betreffender personenbezogener Daten zu verlangen, u.a. wenn die Verarbeitung unrechtmäßig erfolgte oder nicht mehr erforderlich ist (**Art. 17 DSGVO**).
* die **Einschränkung der Verarbeitung** Sie betreffender personenbezogener Daten zu verlangen.

**Einzelfallbezogenes Widerspruchsrecht:**

Sie haben das Recht, aus Gründen, die sich aus Ihrer besonderen Situation ergeben, jederzeit gegen eine Verarbeitung Sie betreffender personenbezogener Daten Widerspruch einzulegen, die auf Basis von Art. 6 Abs. 1 UAbs. 1 e) DSGVO (Aufgabenwahrnehmung im öffentlichen Interesse oder in Ausübung öffentlicher Gewalt) oder von Art. 6 Abs. 1 UAbs. 1 f) DSGVO (Interessenabwägung) erfolgt; dies gilt auch für ein auf diese Bestimmungen gestütztes Profiling.

Legen Sie Widerspruch ein, werden wir Ihre personenbezogenen Daten nicht mehr verarbeiten, es sei denn, wir können zwingende schutzwürdige Gründe für die Verarbeitung nachweisen, die Ihre Interessen, Rechte und Freiheiten überwiegen, oder die Verarbeitung dient der Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen.

**Zur Geltendmachung Ihrer Betroffenenrechte können Sie sich jederzeit mit uns in Verbindung setzen. Nutzen Sie dazu bitte die oben unter Ziffer 1. genannten Kontaktdaten des Verantwortlichen.**

Wenn Sie der Ansicht sind, dass die Verarbeitung Ihrer personenbezogenen Daten gegen Datenschutzrecht verstößt, können Sie zudem eine **Beschwerde bei einer Aufsichtsbehörde** einreichen, insbesondere in dem EU-Mitgliedstaat bzw. Bundesland Ihres gewöhnlichen Aufenthaltsortes, Arbeitsplatzes oder des Ortes des von Ihnen beanstandeten mutmaßlichen Verstoßes.

Dies gilt auch für die für uns zuständige Aufsichtsbehörde:

Der Landesbeauftragte für Datenschutz und Informationsfreiheit Hamburg

Ludwig-Erhard Strasse 22

20459 Hamburg

E-Mail: mailbox@datenschutz.hamburg.de

***Stand:*** *18.12.2023*